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Tailwind Havayolları A.Ş undertakes; 

➢ To protect the confidentiality, integrity and accessibility of information assets, 

➢ To determine corporate roles and responsibilities by allocating the resources with 

the competence and qualifications needed to ensure information security,  

➢ To assing responsibilities on information security management to defined roles   

➢ To identify existing and potential risks in order to ensure information security and 

to evaluate them with an effective information security risk management 

approach, 

➢ To determine responsibilities and define processes necessary to process 

exemptions and exceptions  

➢ To plan and carry out informative and guiding activities in order to ensure 

information and communication security for its personnel and relevant 

stakeholders, 

➢ To determine targets specific to information security and to evaluate and 

implement these activities within the framework of risk management activities, 

➢ To guarantee compliance with all relevant legal regulations and contractual 

requirements in the field of information security, 

➢ To establish the necessary systems in order to manage information security 

violations and to take appropriate measures to prevent their recurrence, 

➢ To implement information security requirements as an integral part of corporate 

business processes, 

➢ To continuously improve the Information Security management system in 

accordance with international standards, 

➢ To establish and supervise the necessary controls to ensure the operation and 

continuity of the Information Security Management System through sub-policies, 

procedures and instructions related to this policy.  

➢ To ensure that this policy is implemented by and accessible to all relevant 

stakeholders.   


